Comune di Volano
Via S. Maria, 36
38060 Volano TN

Informativa sui trattamenti di dati personali effettuati per la gestione dell’attivita di

videosorveglianza

La informiamo che il Regolamento UE 2016/679 (GDPR) e il Decreto legislativo 196/2003 hanno ad
oggetto la protezione delle persone fisiche con riguardo al trattamento dei dati personali. Gli artt. 13 e
14 del GDPR prevedono che il soggetto i cui dati vengono trattati (Lei, in qualita di interessato) venga
debitamente informato sul trattamento medesimo.

TITOLARE TITOLARE DEL TRATTAMENTO
Chi decide le
o modalita e le
fa I finalita del COMUNE DI VOLANO con sede a VOLANO in via S. MARIA n.36
trattamento? e e-mail info@comune.volano.tn.it

L'Ente, in qualita di
titolare del trattamento, decide
le modalita e le finalita del
trattamento.

e sijto internet www.comune.volano.tn.it
e pec comune@pec.comune.volano.tn.it

RPD

RESPONSABILE PER LA PROTEZIONE DATI

Chi e il RPD?

Il Responsabile per

la protezione dei

dati (RPD) el
soggetto individuato dal
titolare del trattamento che
svolge funzioni di supporto e
controllo, sull'applicazione del
Regolamento UE.

Consorzio dei Comuni Trentini, con sede a Trento, in via Torre
Verde 23

e e-mail servizioRPD@comunitrentini.it

e sjto internet www.comunitrentini.it

CATEGORIE DI DATI PERSONALI TRATTATI

DATI
Quali dati
raccogliamo?
Raccogliamo
Y diverse
\ categorie di dati
personali, a
seconda della finalita del
trattamento.

o dati identificativi semplici (es. immagine, lettura targhe)

Non sono in alcun modo raccolti dati audio e dati biometrici.

FONTE DEI DATI

Dove sono stati
raccolti i dati?
| dati possono
essere raccolti

FONTE
direttamente

presso

I'interessato, oppure presso
enti terzi che ne hanno fatto

| dati sono stati raccolti presso l'interessato (lei medesimo).
Mediante il sistema di videosorveglianza i dati personali possono
essere rilevati da telecamere tradizionali eventualmente munite di
algoritmi di analisi video, metadatazione, conteggio delle persone
e verifica dei comportamenti o varchi lettura targhe connessi a
black list o altre banche dati, in grado di verificare in tempo reale i
dati e/o la regolarita di un transito di un veicolo.
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comunicazione al titolare del
trattamento.

SCOPO

FINALITA DEL TRATTAMENTO

A che scopo

trattiamo i Suoi

dati?

Il trattamento

dei Suoi dati &

realizzato per
diverse finalita.

| dati personali vengono raccolti e trattati per le seguenti attivita:
e tutela della sicurezza urbana e della sicurezza pubblica;
e tutela del patrimonio comunale;
e tutela della protezione civile;
e tutela della sicurezza stradale;
e tutela ambientale e polizia amministrativa;
e prevenzione, indagine, accertamento e perseguimento di

reati o esecuzione di sanzioni penali.

L'eventuale utilizzo del sistema di videosorveglianza per finalita di
prevenzione, indagine, accertamento e perseguimento di reati o
esecuzione di sanzioni penali, con sistematico accesso da parte
delle forze di polizia a competenza generale o da parte di altre
polizie locali, dovra essere specificamente disciplinato con
appositi atti.

CONDIZIONI BASE GIURIDICA DEL TRATTAMENTO
Quale . . , . . . . .
.. | dati sono trattati per I'esecuzione di un compito o di una funzione
condizione . .
. di interesse pubblico.

rende lecito il

?
trattamento? Vedasi art. 6 del Regolamento degli impianti e dei sistemi di
Il trattamento, ) . . ) -
per essere videosorveglianza approvato con deliberazione del Consiglio

lecito, deve essere fondato su
un’adeguata base giuridica.

comunale n. 25 dd. 30.06.2021 e modificato con deliberazione del
Consiglio comunale n. 24 dd. 25.07.2023.

MODALITA MODALITA DEL TRATTAMENTO
‘e | Suoi dati
i | sono al | dati sono trattati con strumenti informatici o manuali e tramite
[ O 0 ] sicuro? procedure adeguate a garantirne la sicurezza e la riservatezza. i
—_— Nel trattare i trattamento & effettuato, esclusivamente per le finalita sopra
Suoi dati indicate, da personale specificamente autorizzato in relazione ai

adottiamo specifiche misure di
sicurezza per prevenire la
perdita, gli usi illeciti o non
corretti e gli accessi non
autorizzati ai tuoi dati

compiti e alle mansioni assegnate e nel rispetto del segreto
professionale e del segreto di ufficio.

Abbiamo adottato specifiche misure di sicurezza per prevenire la
perdita dei dati personali, usi illeciti o non corretti ed accessi non
autorizzati.

personali.

CONSERVAZIONE PERIODO DI CONSERVAZIONE DEI DATI
Per quanto | dati sono conservati per il periodo strettamente necessario
tempo all'esecuzione del compito o della funzione di interesse pubblico e
conserviamo i comunque nei termini di legge.
Suoi dati? In particolare, salvo esigenze legali che ne richiedano un tempo di

Conserviamo i
Suoi dati per un periodo di
tempo che varia in base alle
finalita del trattamento.

conservazione piu lungo, i dati sono conservati:
o per le telecamere collegate alla centrale operativa del
Corpo Intercomunale per un periodo ordinariamente non
superiore a 7 giorni successivi alla rilevazione, con




particolare riferimento ai varchi lettura targhe e ad altre
esigenze correlate all’attivita di istituto, fatte salve speciali
esigenze di sicurezza urbana e sicurezza pubblica e nel
rispetto delle vigenti disposizioni. Per quanto attiene al dato
“targa” (esclusa 'immagine) lo stesso puo essere
conservato per un periodo non superiore a 60 giorni per
finalita di pubblica sicurezza;

e  perle telecamere a tutela del solo patrimonio comunale (o
per altre telecamere non collegate alla centrale operativa
del Corpo Intercomunale) per un periodo non superiore a 7
giorni successivi alla rilevazione, fatte salve speciali
esigenze di sicurezza urbana e sicurezza pubblica.

Decorso tale periodo, i dati sono cancellati con modalita
automatica.

DESTINATARI A CHI POSSONO ESSERE COMUNICATI
A chi potremmc! | dati possono essere trattati da soggetti esterni operanti in qualita
trasmettere i L ) i ) ~~— ) o
Suoi dati? dl.tlt(.)|f’il’l.qua|.l, ad esempio, le Forze dell Orqlne.o | Atut.onta.
Per le finalita del Giudiziaria e, in generale, soggetti, anche privati, legittimati a

trattamento
indicate in questa Informativa
potremmo trasmettere alcuni
Suoi dati a soggetti esterni che
agiscono come titolari e/o
responsabili del trattamento.

richiedere i dati, nonché i fornitori che si occupano della
manutenzione degli impianti o di altri servizi relativi alla
videosorveglianza (in qualita di amministratori di sistema SMR -
Societa Multiservizi Rovereto srl e North Systems srl).

| dati non sono oggetto di diffusione ai sensi di legge.

AUTORIZZATI

CHI PUO TRATTARE | DATI

Chisonoi
soggetti
autorizzati a
trattare i Suoi
dati?

| Suoi dati
potranno essere trattati dai
dipendenti e collaboratori
dell’Ente.

| dati possono essere conosciuti da personale specificamente
autorizzato e formato in relazione ai compiti e alle mansioni
assegnate.

Nello specifico i dati posso essere trattati dal Corpo
Intercomunale di Polizia Locale “Rovereto e Valli del Leno”.

TRASFERIMENTO

TRASFERIMENTO DEI DATI IN PAESI EXTRA UE

I Suoi dati
potranno
essere trasferiti
all’'estero in
Paesi fuori
dall’Unione Europea?
| Suoi dati potrebbero essere
trasferiti in Paesi extra-europei.
In caso di trasferimento di dati
all'estero Le garantiamo il
rispetto dei requisiti di legge
per il trasferimento.

| dati non sono oggetto di trasferimento delle banche dati fuori
dall'Unione Europea.

In caso di trasferimento i dati sono soggetti alle seguenti garanzie
adeguate:

e decisione di adeguatezza della Commissione Europea

e clausole contrattuali standard

e meccanismi di certificazione

e codici di condotta




OBBLIGATORIETA

OBBLIGATORIETA DEL CONFERIMENTO DEI DATI

Perché e

necessario il

conferimento

dei Suoi dati?

Per alcune

finalita del
trattamento & necessario che
Lei conferisca i Suoi dati,
senza i quali non potremo
fornirLe i nostri servizi. Per
altre, Lei ¢ libero di non
conferire i Suoi dati; in tal caso,
il servizio ulteriore non sara

Il conferimento dei dati ha natura obbligatoria. Il mancato
conferimento comporta I'impossibilita di accedere o transitare
nell'area videosorvegliata.

erogato.
DIRITTI I DIRITTI DELL'INTERESSATO
lisonoi — .
000 (S)::i dsi:,itt(i,? I d|.r|tt! dell'interessato sono: . o
g X ... | e richiedere la conferma dell'esistenza o meno dei dati che lo
Puo esercitare i .
. riguardano;
diritti che Le S . . S
Sono e ottenere la loro comunicazione in forma intelligibile;
. _— e richiedere di conoscere le finalita e modalita del trattamento;
riconosciuti

dagli artt. 15-22 del
Regolamento Europeo
679/2016 e, se pertinenti, dagli
artt. 9-14 del d.Igs. 51/2018.
Ad esempio, pu0 chiedere al
titolare I'accesso ai dati che la
riguardano, la loro
cancellazione, rettifica,
integrazione, nonché la
limitazione del trattamento.
Puo inoltre proporre reclamo
all’Autorita di controllo
competente.

o ottenere la rettifica, I'eventuale cancellazione, la limitazione o il
blocco dei dati trattati in violazione di legge;

e aggiornare, correggere o integrare i dati che lo riguardano;

e opporsi, per motivi legittimi, al trattamento dei dati, compresa la
profilazione;

o di proporre reclamo al Garante per la protezione dei dati
personali (https://www.garanteprivacy.it/home/docweb/-
/docweb-display/docweb/4535524 ) .

Vedasi art. 6 del Regolamento degli impianti e dei sistemi di
videosorveglianza approvato con deliberazione del Consiglio
comunale n. 25 dd. 30.06.2021 e modificato con deliberazione del
Consiglio comunale n. 24 dd. 25.07.2023.

MODIFICHE E AGGIORNAMENTI: la presente informativa pud essere soggetta a modifiche e/o

integrazioni.

Versione di data 08.04.2025
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